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10.4 CONFIDENTIALITY AND CLIENT ACCESS TO RECORDS


Written by: Claire Toms and Tina Alder                                                                          Date: 1.09.22 – reviewed 31.8.25




Policy Statement
‘Confidential information is information that is not normally in the public domain or readily available from another source. It should have a degree of sensitivity and value and be subject to a duty of confidence. A duty of confidence arises when one person provides information to another in circumstances where it is reasonable to expect that the information will be held in confidence.’
(Information Sharing: Advice for practitioners providing safeguarding services to children, young people, parents, and carers – July 2018)
At St Saviour’s Pre-school and Nursery, staff and managers hold a ‘confidential relationship’ with families. We respect the privacy of children and their parents/carers while ensuring access to high quality early years education and care. Families can share information with confidence that it will only be used to support the welfare, learning and development of their child.
We maintain record-keeping systems that meet all legal requirements. Information is stored and shared securely within the framework of the:
· UK General Data Protection Regulation (2018)
· Data Protection Act (2018)
· Human Rights Act (1998)
· EYFS 2025 Safeguarding and Welfare Requirements

Confidentiality Procedures
· Parents/carers have access to records of their own child but not to information about other children.
· Most matters shared between families and the setting remain confidential. Information may only be shared externally in exceptional circumstances, for example with social care, health professionals, or the police, where this is necessary to safeguard children.
· Information shared with other agencies follows our Information Sharing Policy and statutory guidance.
· Parents are asked whether the information they share is confidential.
· Parents are informed when we record confidential information beyond general personal data (see Children’s Records Policy) – e.g. injuries, concerns, safeguarding records, sensitive discussions, or contact with external agencies.
· All records are kept securely (see Children’s Records Policy and Privacy Notice).
· Staff do not discuss individual children outside the setting, except with the child’s parents/carers or appropriate professionals.
· Students on placement are required to respect this policy.
· Professional discussions with other agencies are conducted formally and securely, not on an informal basis.
· Where third parties share information, managers and practitioners check if it is confidential before storing or sharing.
· Employment matters remain confidential to those directly involved.

Client Access to Records Procedures
Parents/carers may request access to any confidential records we hold on their child or family. Requests will be dealt with promptly and in line with UK GDPR requirements.
· Requests must be made in writing to the setting owners/manager.
· We acknowledge the request within one month. If the request is complex, this may be extended by up to two additional months. Parents will be informed if this is the case.
· A fee may be charged for repeated or excessive requests.
· Legal advice may be sought before disclosure.
Process:
1. The file is reviewed for completeness and accuracy.
2. Any references to third parties (e.g. family members, professionals, agencies) are identified.
3. Consent for disclosure is sought from relevant third parties. Where consent is not given, information may be redacted.
4. Agencies usually require parents to approach them directly for access to their records.
5. A “clean copy” of the file is prepared, with any restricted third-party information removed.
6. Parents are invited to attend a meeting to view the file with the owners/manager. Only those with parental responsibility, or a legal representative/interpreter, may attend.
7. Parents may take away a copy, but files will not be handed over without discussion to ensure context is understood.
Important principles:
· Records must not be altered, removed, or rewritten. They must reflect an accurate, factual, and professional account.
· Parents may request factual inaccuracies are corrected. Where an entry reflects professional opinion, this will not be changed, but the parent’s view may be added.
· Where legal proceedings are ongoing, or if information is sensitive, legal advice may be sought before disclosure.
· All decisions are underpinned by our overriding duty to safeguard children.
Parents may also seek advice from:
Information Commissioner’s Office (ICO) Helpline – 0303 123 1113

Legal Framework
· UK General Data Protection Regulation (2018)
· Data Protection Act (2018)
· Human Rights Act (1998)
· EYFS 2025 Safeguarding and Welfare Requirements
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